Warning: Coronavirus-related scams

Watch out for scammers!

Taxpayers should look out for calls and email phishing attempts about the coronavirus or COVID-19. These contacts can lead to tax-related fraud and identity theft.

Taxpayers should be wary of emails, text messages, websites and social media attempts that request money or personal information.

The IRS isn’t going to call you asking you to provide or verify your financial information so you can get an Economic Impact Payment or your refund faster.

Go to IRS.gov for the most up-to-date information.